Direct Care Workforce Collaborative (DCWC)
Bylaws for Microsoft Teams

The purpose of these bylaws is to establish guidelines for the use of Microsoft Teams by the Direct Care Workforce Collaborative (DCWC) in collaboration with the Department of Social and Health Services (DSHS) Aging and Long-Term Support Administration (ALTSA). These bylaws are intended to ensure the security, privacy, and appropriate use of Microsoft Teams. 

It is important to note that Washington State government-controlled chat technologies such as Microsoft Teams are subject to retention and disclosure rules that apply to public records. The retention requirements depend on the content of the messages rather than the form. 

Access and Membership

Members of the DCWC shall be granted access to Microsoft Teams only upon explicit approval from ALTSA’s designated administrator.

ALTSA shall determine the level of access and permissions granted to the DCWC, based on the specific purpose of their collaboration.

Login credentials and granted access are for the sole use of the individual (DCWC member, administrator, etc.) and shall not be shared. 

Content and Communication

Members of the DCWC shall use Microsoft Teams only for authorized business purposes and in accordance with the organization's policies and procedures.

DCWC members shall not share, transmit, or store any confidential or sensitive information on Microsoft Teams without the express consent of the organization.

No member shall screenshot, copy, and/or download files, chat history or other integrated applications in the Microsoft Teams platform.

All communications and content posted on Microsoft Teams shall be professional and respectful.



Security and Privacy

The DCWC shall comply with all applicable security and privacy laws and regulations.

The DCWC shall not attempt to access or modify the organization's network or systems.

ALTSA shall have the right to monitor and audit the use of Microsoft Teams by the DCWC for security and compliance purposes.

DCWC members shall not use any identifiable information on the Microsoft platform as Microsoft teams is subject to public disclosure in accordance with the Public Records Act (RCW 42.56).
· If identifiable information is discovered on the Microsoft Teams platform, the DCWC member will receive a written warning. 
· If identifiable information is discovered a second time, the DCWC member’s access will be permanently restricted.

Termination

ALTSA may terminate the DCWC members access to Microsoft Teams at any time, for any reason, with or without notice.

Upon termination, the DCWC member shall immediately cease using Microsoft Teams and delete all content and data associated with their account.

Amendment

These bylaws may be amended at any time by ALTSA’s designated administrator.

Amendments shall be communicated to the DCWC in a timely manner.

Acceptance and Compliance

By accessing and using Microsoft Teams, the DCWC acknowledge and agree to comply with these bylaws.

Failure to comply with these bylaws may result in termination of access to Microsoft Teams and/or other consequences as determined by ALTSA.
